様式8

システム運用に係るセキュリティ対策

１　クラウドサービス構成図

|  |
| --- |
|  |

２　セキュリティに関する国際規格等の取得状況

　システム運用に関係する各事業者等が取得・登録している国際規格等を記入してください（証明書等がある場合は、写しを添付すること、すでに提出済みの証明書の再提出は不要です）。

【国際規格等の例】

・ISO/IEC27001、ISO/IEC27017、ISO/IEC27018、ISMAP・クラウド情報セキュリティ監査（日本セキュリティ監査協会）、SOC報告書（内部統制の保証報告書）等の第三者認証

|  |  |  |
| --- | --- | --- |
| 区　分 | 事業者名 | 国際規格等の取得状況 |
| ①受託予定者 |  |  |
| ②クラウドサービス運営者 |  |  |
| ③データセンター運営者 |  |  |

※②クラウドサービス運営者とは、クラウドサービス構築者（クラウドサービスを活用して情報システムを構築する組織）及びクラウドサービス運用委託事業者（クラウドサービス上で構築された情報システムの運用保守等を支援する組織）を指します。

※③データセンター運営者の「国際規格等の取得状況」欄の記入については、運営者の国際規格等の取得状況ではなく、運用するデータセンターのISMAP等の登録の有無をご記入ください。

３　その他のセキュリティ対策

独自で実施しているセキュリティ対策（物的・人的対策を含む）等があれば、具体的にご記入ください（別紙で提出も可能です）。

|  |
| --- |
|  |

（裏面）記入例

クラウドサービス構成図

|  |
| --- |
| 例）（※） |

※　クラウドサービス運営者とは、クラウドサービス構築者（クラウドサービスを活用して情報システムを構築する組織）及びクラウドサービス運用委託事業者（クラウドサービス上で構築された情報システムの運用保守等を支援する組織）を指します。